
Vulnerabilities
1. Using the wireless access point such as the wife 
2. Use of the USB devices to either copy or transfer documents
3. Employees
4. Using emails

What to do
Wireless access points
When the firm implements the wireless connectivity, then unknown people will have access to the company information, by use of technology they can access information like credit card numbers and other bank information. To ensure that wireless access is safe, the organization should ensure that only authorized devices access the wireless connection; including developing a password to connect to the service. Then a firewall need to be developed that will prevent user access to certain unsafe sites in the web.	Comment by Pak, Charles: Good point, but should structure your document for logical arguments. 
Use of USB devices
The USB carries a lot of information; it may come in with a lot of information including computer viruses that pose a threat to the computer security. The fact that customers have been given access to the computers makes it easier for them to misuse the USB portal. There should be developed a system whereby the access of the computer is supervised to ensure that whatever the customer is doing is known.	Comment by Pak, Charles: Use citations 
Inside connections
The employees of the firm also pose a threat in case they have access to all the system information. There should be developed   passwords for every user to ensure that you only access what you need to work with.
Use of the email
The email can result into a threat whereby viruses can be attached to them. To ensure save email services, there is need to identify the sender of the mail using the PGP access control. The firm needs to implement this measure.
Training the workers	
It is possible for the workers to be misused by the attackers, therefore having workers trained on the use of the system and the threat involved will be very important for the firm.
Policies and procedures
The organization should establish well stated policies on security; these measures should be documented for every employee to read. It can be put on the walls and the notice boards.
Implement a quick response system
The firm will need to have a quick response to threats; this will include having a security department that will ensure that all things concerning security are put in order. This will help to reduce the amount of damage in case of security attack
Laptops and iPod’s
These devices are portable and could be carrying some infected files. The manager uses this thus increasing the chance of malicious software accessing to the system. The only way to reduce this threat is through implementing antivirus software. The firm will have to buy this from credible company to ensure that all kind of viruses are detected.
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